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Visual Rule I understand this rule 
(initial) 

 

I will use technology for learning. I know it 
is a privilege. Misuse may lead to 
disciplinary actions.  

 

 

I will take good care of the computer and 
other technology equipment. 

 

 

I will only visit websites my teacher says are 
OK. 

 

 

I will not play games when I am supposed 
to be working. 

 

 

I will not download music.  

 

I will not share my password with anyone 
else.  I will keep my password secret. I will 
not use any password, but mine. 

 

 

I will ask permission before taking anyone’s 
picture.  

 

 

I will do my best work.  

 

I will not use bad words or pictures.  

 

I will leave the computer and technology 
where it belongs. 

 

 

I will never meet somebody that I met on 
the internet. 
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I will not give out my phone number over 
the internet. 

 

 

I will not give out my address over the 
internet. 

 

 

I will not give out my whole name over the 
internet (FIRST & LAST). 

 

 

I will tell my teachers if someone I met on 
the internet wants to meet me. 

 

 

I will use all the above rules to post my 
work online. 

 

This document is designed for students and parents to better understand the ACES Board approved policy on acceptable use 
of technology 6141.321 for students https://www.aces.org/our-agency/publications/policy-manual/chapter-
6000#6141.321%20Acceptable%20Computer%20Network%20Use%20(AUP).  Nothing in this document supersedes, replaces, 
or modifies, in any way the ACES Board approved policy.   

Student: I understand and will abide by the above rules. Should I violate any of the rules, my access privileges may be taken, 
school discipline action may be taken, and/or appropriate legal action may be taken.  

Parent or Guardian: As the parent or guardian of the above named student, I have read the rules and explained them to my 
child. I understand that ACES has taken precautions to eliminate online material not suitable to the educational environment, 
but it is impossible for ACES to restrict access to all controversial materials. I will not hold ACES, staff, faculty, agents and 
employees responsible for any exposure of my child to materials that I consider inappropriate. I accept full responsibility for 
supervision of my child online when my child is not in school. I give permission for ACES to issue an account for my child to 
access online educational resources and the ACES secure network.  I may review related federal and state laws (FERPA, 
COPPA, CIPA, PPRA, CT student data privacy) and applications used by ACES by accessing the student data privacy site: 
https://www.aces.org/schools-programs/school-based-services/educational-technology/data-privacy-practices 

Item Response 
Grade or Team  
Student Name (Printed)  

Student Signature  

Date Student Signed  
Parent or Guardian Name  

Parent or Guardian Signature  

Date Parent Signed  
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